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Abstract : Information Technology (IT) is now an important part of successful implementation of information technology governance that will encourage improved performance and help improve the efficiency of processes that take place in Kopertis Wilayah 2 , but it also can improve the service Kopertis Wilayah 2  in terms of information technology so as to realize the vision and mission objectives Kopertis Wilayah  2. In the process to achieve this goal, Kopertis Wilayah 2 requires a source of information is always current so that the development of information and communication technology implementation in Kopertis Wilayah  2  is an effort that was supposed to do. The main activity Kopertis Wilayah 2  in accordance with its core function as providers of care to the public. Use of information technology systems that are overlapping to make Kopertis Wilayah 2 does not have good governance, in accordance with the vision and mission Kopertis Wilayah 2. Questionnaire from the calculation, by mapping into the SWOT strategic plan and implemented into the levels obtained purposes COBIT IT governance design development from the perspective of DS5, DS7, and DS11. Where the focus of the design will be done. This can be done by performing a calculation using GAP with COBIT. With the design of good IT governance is expected to improve information systems services at Kopertis Wilayah 2 optimally and in accordance with the primary function Kopertis Wilayah 2.
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I. INTRODUCTION 
I

nformation technology systems are usually implemented in the organization that carried out by using the computer as a tool to help achieve the main objectives of the organization, company or agency concerned. To get the most effective and efficient work, the organization must develop an information technology system that allows people to have the opportunity to interact.
In producing a quality service at Kopertis Wilayah 2, the application of information technology (IT) is an indispensable requirement. In general, application of information technology will be accompanied by a consequence of the high cost needs, both in terms of hardware procurement, software development, implementation, and maintenance of the overall system. This is done in hopes of achieving the plan and information technology strategies that have been defined in particular as well as plans and overall strategy. Strategy of government organizations is an important part of government to achieve organizational goals and guide you in preparing a strategy for the units under it. Government information systems development organization which is supported by the use of Information Technology may be one strategy for improving services to the public.
By looking at the growth in Kopertis Wilayah 2 Palembang , as well as the various problems faced by the authors to conduct a study with a view to analyzing a computerized based system that can later be used to answer all the difficulties and help resolve problems that exist in the Kopertis Wilayah 2 Palembang  office.
II. BASIC THEORY
The issue of IT governance involves a few things to understood in order to assist the analysis and solution development. Some things that would constitute achievement of goals to help and the emphasis here is:
1.  Understanding of IT governance
2. Governance framework, which provides a framework Development of governance that takes standard COBIT
3. Measurements that help the condition of the existing governance for this, and can then be used as a basis for targeting IT governance is desired.

It Governance
IT governance is defined as the responsibility of the executive and the board of directors and consists of the leadership, organizational structures and processes that ensure IT support and expand the company  objective and organizational strategy.[1].  IT governance consists of five focus areas, two of which: value delivery and risk management an outcome, while the other three are driver (driving): strategic alignment, resource management and performance measurement.
COBIT (Control Objectives For Information And Related Tecnology)
The main purpose of COBIT is to provide clear policy and good practices in IT governance to help management seniors understand and manage the risks associated with IT governance in a way provide a framework for IT governance and control detailed guide Objective (DCO) for the management, business process owners, users and auditor. COBIT integrates a number of IT best practices and provides a framework for IT governance can help understanding and management of risk and benefit associated with IT. Thus the implementation of the COBIT Framework
IT governance will be able to provide benefits:

1. Better alignment, based on business focus.

2. A view, understandable to management about it IT performed.
3. Responsibility and ownership is clearly based on orientation process.
4. Generally accepted by third parties and makers rules.
5. Shared understanding among stakeholders, based on the use of the same language.
6. Fulfillment of needs or as a complement to the Committee of Sponsoring Organizations of the Treadway Commission (COSO) for the IT control environment.
The main characteristics of the COBIT framework is focus on the business (business-focused), the orientation of the process (processoriented), based control (control-based) and controlled by measuring (measurement-driven)[1]. COBIT Framework consists of three levels of control objectives, starting from the lowest level of the activities. Activities are activities routine that has a concept of life cycle, the next set of activities group into IT processes and IT processes have the same problems are grouped into domains. On the whole concept of COBIT framework is described as a three-dimensional cube consisting of: (1) IT Process, (2) Criteria for the information, and (3) of IT Resources, COBIT cube are shown in Figure below
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Fig.1. COBIT Cube

Cobit Frame Work
COBIT (Control Objectives For Information And Related Technology) is an IT Governance framework is aimed at management, IT service staff, department control, audit functions and, more importantly for the owners of business processes (business process owner's), to ensure confidenciality, integrity and availability of data as well as sensitive and critical information. The basic concept is that the COBIT framework for the determination control of the IT based information needed to support the business goals and information generated from the combined application of IT processes and related resources. In the application of IT management, there are two types of control models, namely the control of business models (business models controls) and control models of IT (IT focused control models), COBIT attempts to bridge the gap of the two types of controls.  COBIT was designed consisting of four domains, namely: Plan and Organise, Acquire and Implement, Deliver and Support Monitor and Evaluate and. [1]
Maturity Model

Maturity model  is used as a tool for benchmarking and self-assessment by IT management more efficient. The process of benchmarking can be done in stages for control purposes, starting from the processes and high-level control COBIT objectives that can be obtained in 3 (three) of the following:
a. Size relative to the current state of the organization
b. Instructions to decide the direction and goals efficiently
c. Devices for measuring progress towards the achievement.

COBIT Framework describes the 34 IT processes in a IT environment. In each process there is a high-level control statement and between 3 and 30 control objectives. Level compliance with control objectives can also be used as self-assessment tool that should be reviewed independently results can be used as a comparison to the industry and environment or as a comparison against standards and regulations the ever evolving international.
Approach maturity model as a control throughout processes IT includes the development of assessment methods used by an organization to assess its position of non-existent (0) as optimized (5). The approach is based on the model maturity that is used by the Software Engineering Institute for determine the maturity of the software development capabilities. Scale used in the model must be based on maturity set of conditions that are clearly met. Management can map these matters on 34IT processes in COBIT:
a. Current status of the organization
b. Current status of the industry - as a comparison
c. Status of the current international standard guidelines – as Additional comparisons
d. Strategy to improve the organization – direction for the organization in future
Measurement scales are provided in each storey IT process by presenting the value of 0 to 5. Scale is associated with qualitative maturity model descriptions ranged from non-existent until Optimised as shown in Figure below [2]. 
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Fig. 2. Maturity Model Scale

SWOT Analysis 
SWOT analysis (Strengths, Weaknesses, Opportunities, Threats) used to assess the strengths and weaknesses of resources owned by the organization and the opportunity chance and external challenges faced.
a. Identifying the forces of the organization / company and ability of resources. A strength is something good done by the organization / company improve competitiveness.
b. Identify the weaknesses of the company and the source of disability charged. A weakness is something that companies do not or who have done poorly or condition put the company into a disadvantaged position.
c. Identify market opportunities. A good strategy is
strengths and weaknesses can direct resources organizations / companies to grab market opportunities that exist. The most relevant market opportunity is to increase profit growth, something that can improve make the organization / company to benefit competitive and in accordance with the resource capabilities and financial organizations that have been owned by the company or will be held.
d. Identifies the threats faced by company's future will come. Some external environmental factors organization / company that may cause a threat of the company's profits and market position. Threats
may be the emergence of new technologies is more
cheaper, better products and more newly introduced by each of the other competitors 
III. MATERIALS AND METHODS
This study consisted of four phases, namely problem formulation, data analysis, design of information technology governance and conclusions. Framework in this study can be seen in the picture below.
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Fig.3. Research Framework
Problem Formulation
Problem formulation to determine the question research, the purpose and scope of research benefits  and limitations Implementation of IT Governance.

Data analysis
Analyses were performed with field observations and studies literature of the profile, organizational structure, business strategy organization's information technology strategy and planning information technology, and then conducted interviews with relevant parties to obtain information about the state governance and management of information technology contained in the organization. Data analysis was performed to a control process that has a level of importance main in the Kopertis Wilayah 2. Stages carried out to obtain the main process control is to conduct interviews and observations on stakeholders regarding the management of information technology Kopertis Wilayah 2  found in Palembang and based on the results SWOT analysis is carried, waged for the analysis a business strategy which is then mapped to the ITgoals and process control [3]. 
Perform measurements of maturity for the state of technology information now, to conduct a structured questionnaire of the component matrix table attributes of maturity.

Table 1. Maturity Level Rating Criteria Questionnair
	Letter
	Maturity Value

	a
	0

	b
	1

	c
	2

	d
	3

	e
	4

	f
	5


The design of IT governance
At this stage there are steps that do namely:
After knowing the current conditions and current conditions it will get a gap or gaps between both conditions, to cover the gap then carried out the corrective measures based on attributes maturity matrix and the proposed application of IT governance is based on the COBIT framework.

conclusion
Final stages of this research is to make conclusions
and suggestions that can be used for research next.
IV. RESULTS AND DISCUSSION
The results of  mapping SWOT analysis, and IT Goals and Process Control can be seen in the table below

Table 2. The results of SWOT analysis, and IT Goals Process Control
	No
	Control Process
	Amount
	Interest rate

	1
	DS3 Manage performance and

capacity
	2
	8 

	2
	DS5 Ensure system security
	4
	16

	3
	DS7 Educate and train users
	5
	20

	4
	DS8 Manage service desk and

incidents
	3
	12

	5
	DS9 Manage the configuration
	1
	4

	6
	DS11 Manage data
	5
	20

	7
	DS12 Manage the Physical

enviroment
	3
	12

	8
	DS13 Manage operations
	2
	8


Based on the results of SWOT Analysis Mapping, IT Goals and Control Process summary obtained a percentage of the control process have a relationship with IT Goals, then found that processes have major importance in determining the recommendation  IT governance is to be proposed, namely domain DS5, DS7 and DS11. With Thus the three control process will be a major concern in making recommendations for the IT governance Kopertis Wilayah 2 Palembang
The results of measurements of the level of maturity can be seen in the table below

Table 3. Maturity Level Measurement Results
	Atribut Maturity
	Condition

	
	Current
	Expected

	
	DS5
	DS7
	DS11
	DS5
	DS7
	DS11

	Awareness and communication
	2.08
	2
	2.15
	4.08
	3.85
	4.31

	Policies, standards and procedures
	2
	2
	2.46
	4.16
	3.93
	4.31

	Devices and automation
	2.31
	2.15
	2.08
	4.23
	4.23
	4.15

	Skills and expertise of
	2.38
	2
	2.15
	4
	4
	4

	Responsibilities and
accountability
	2.31
	2.08
	2.46
	4.31
	4
	4.15

	Determination and the measurements
The transistor feat
	1.77
	2.08
	2
	3.55
	4.31
	4

	Total Average
	2.14
	2.052
	2.22
	4.07
	4.06
	4.15


Graphical display for the difference in the level of IT process maturity Kopertis Wilayah 2 Palembang is shown in Figure below:
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Fig. 4. Representation of current conditions and expected
The difference (gap) between the conditions of process maturity level IT processes are running on Kopertis Wilayah 2 Palembang at this and conditions of the target level of maturity of IT processes are expected require an equalization process to close the gap that occurs from the current level of process maturity  with ideal conditions for the desired level of process maturity the analysis showed a difference in maturity level gap in three IT processes are observed, namely the current conditions that are at level 2 while the expected conditions at 4.
V. CONCLUSION
Based on the results of this study can be summarized is , In the determination of key IT processes gained control process that application needs to be managed to support the service system information Kopertis Wilayah 2  is the DS5 (ensuring the security system), DS7 (Train and educate users) and DS11 (Managing Data). While the Proposed IT governance that produced a determination of KGI (Key Goal Indicators),  KPI (Key Performance Indicators) and policy proposals that need to be applied to each IT processes. In addition the proposed Recommendation of IT management are interrelated between one process to another process so that the activity in each process can be controlled and increase the efficiency and performance effectiveness of IT as a support service Kopertis Wilayah 2  Palembang.
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